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_Pricing Bundles Overview

Package Features Benefits Cost
Standard Anti-Virus and Anti-Spyware Benefits
URL Filterin * Inline ultra-low latency Virus/Spyware protection » Complete Inbound/Outbound protection <

AV/AS Reporting

Zscaler Platform

* Any file size including multilevel archives

URL Filtering

* User, Group or Location level granularity for Policy
* 6 Classes, 30 Super Categories and 90 Categories
* Dynamic Content Classification of Unknown Sites
* Ability to modify categories or add new categories

* Enforce Acceptable Usage Policy

* Minimize Productivity and Bandwidth Loss

* Real-Time Reporting of Internet Usage by
Users, Departments or Locations

* Protect all users in office or on the road
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Zscaler Platform

Standard Bundle +
Advanced Threats
» Zero Day Attacks, Browser Vulnerabilities and Bots
* Web 2.0 threats: XSS, Cookie Stealing, Phishing
* Block Anonymizers, P2P, Skype, BitTorrents
Web 2.0 Control
* Granular control of 100 popular Web2.0 apps:
* Facebook, Gmail, YouTube, etc
Bandwidth optimization for specific web apps

Benefits

* Protect against latest Web 2.0 threats

* Protect employees’ personal information

*» Detect and block proxy-avoidance tools

* Minimize Risk by blocking uncontrolled apps

* Limit risk without affecting productivity:
*Allow only HR to post on LinkedIn
*Allow Gmail, but block attachment

* Ensure Webex is not affected by Youtube

Premium
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Zscaler Platform

Advanced Bundle +

Data Leakage Prevention

* Scan all web traffic leaving the organization

* Log or Block transactions with confidential data

* Scan Microsoft documents, PDFs and Zipped files

* Predefined dictionaries for:
Credit Cards, SSN, Source Code, Financial or
Medical Statements, Salesforce docs etc.

* Predefined Engines for HIPPA, PCl, etc.

Benefits

* Minimize risk due to new Web 2.0 apps

* Scan all webmails, IM attachments, blog posts

» Add another layer towards compliance to
industry or government regulation

* DLP policy at user, department, location level

* Real-Time transaction level reports
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